Using the Online Access Request System (OARS) to Submit an Access Request for an eResearch Data Set
One of the responsibilities of a Unit Liaison is authorizing requests for access to systems and data sets managed by Michigan Administrative Information Services (MAIS) for staff members in his or her unit.  As Research Unit Liaisons, you will authorize requests in the Online Access Request System (OARS) for access to the eResearch data sets listed below. 
eResearch Proposal Management Data Set:  Contains administrative and financial data on proposals and awards processed by DRDA including information previously available in the PRISM (Programmed Research Information System at Michigan) data set.
eResearch Human Subjects Data Set:  Contains information about eResearch Regulatory Management, the web-based system that centralizes the review and approval process for Human Subjects Research Applications and IBC Recombinant DNA Registrations. 
eResearch Human Subjects – Confidential Data Set.  Access to this data set is extremely limited and requires additional approval by Cindy Wells, eResearch Project Director.
OARS access requests for these data sets may be initiated by you or created by a staff member or their supervisor in your unit which you must then authorize and submit to MAIS Access Services for processing.  Financial Unit Liaisons in your unit share this responsibility and are also able to submit and authorize requests for access to the eResearch data sets. A list of all Unit Liaisons for your unit is available at: http://www.mais.umich.edu/groups/liaisonlist.html.

Initiating and Authorizing Access Requests for eResearch Data Sets

Navigation
· Open the Online Access Request System (OARS) home page: https://accessrequest.dsc.umich.edu
· Authenticate using your uniqname and Kerberos password.
· Click on the Role Section Tool link

Instructions on how to complete each section of the Role Selection Tool 

User Information
· Enter the uniqname of the user for whom you are requesting access

· Click the Name Lookup to display the user’s name and administrative department

· View this information to verify that access is being requested for the correct person
Role Selection By System
· Click on the Other tab 
· Select the appropriate eResearch data set by clicking on it
· NOTE: The name of each selected data set will appear under the Summary of Roles Selected

Summary of Roles Selected

· Lists the name of each data set or role being requested for the user

· To view a description of the data set and associated training, click on the hyperlink.
· Click the Go to Next Step button when you are ready to continue
A new page titled, Submit and Authorize Roles Request for (User Name), will open
View information about this OARS request and the user
· Reference number of this OARS request
· Status of the request; i.e., Submitted or Unsubmitted

· Status of Access and Compliance form for user; i.e., Access and Compliance on file  or  Access and Compliance is needed, with link to where to obtain the form

Request Information

· General access type is the default

User Information
· Lists User Name, Unit, Phone, and Dept ID for the user
Requestor Information

· Lists Name, Unit, Phone, and Dept ID for the OARS requestor

Role Information
· Roles Requested

· 
Name of data set or role requested will display in Add Roles box.

· 
NOTE: Additional roles may be added at this time by clicking on the role or data set 
name available in the Roles Available to Add box

· Current Roles
· The names of all of the roles and data sets that the user currently has access for will display in this box
· IMPORTANT NOTE: Always check this box to be sure the user doesn’t already have access for the data set or role you are requesting
· Required Secondary Security
· Click on this tab to display information about BusinessObjects, a query tool needed to run data set reports

· View the Current License Type information for the user; if none is displayed, choose one of the following:

· InfoView – allows users to run pre-defined reports (sometimes called corporate documents).  Most users need this license type.

· WebI – allows users to create and modify their own reports.

· Other Tool – Some U-M units use another query tool such as Brio Query. Choose this option if your U-M unit doesn’t use BusinessObjects.

· NOTE: There is currently no charge for either the InfoView or the WebI BusinessObjects license.

Role List Selection
· This is one last chance for you to view the data set or role you are requesting

· Click on the hyperlink to view the data set role description and associated training
Workflow
· All possible signers for this access request are listed here. 

· The name/uniqname of the primary Research UL and the primary Financial UL will be listed under Required Signer(s).
· The name/uniqname of any alternate Research UL(s) and alternate Financial UL(s) will be listed under Alternate M1 Signer

Click on one of these buttons to complete the request:

· Submit for Authorization

· Save and Exit (This allows you to save the access request if you are not quite ready to submit it to MAIS Access Services)
· Cancel Request

Setting Your Unit Liaison Preferences in OARS
Preferences provide Unit Liaisons and alternate signers the ability to specify the frequency in which notifications are sent to them when access requests have been entered in OARS and are waiting for their authorization. Additionally, Unit Liaisons can designate when other possible signers may receive notifications.  (NOTE: If the other possible signers do not wish to receive notifications and set their preferences accordingly, their preferences will override those set by the Unit Liaison).

Navigation
· Open the Online Access Request System (OARS) home page: https://accessrequest.dsc.umich.edu
· Authenticate using your uniqname and Kerberos password.
· Click on Set Unit Liaison Preferences (3rd bullet under heading: Access Authorization and Management (for Unit Liaisons & Other Authorized Signers)
Notification for Other Authorizers
· Set preference to Yes if you want the Financial (FN) UL in your unit to be notified about requests for access to eResearch data sets that have been submitted and are pending authorization.

· Note:  No is the default setting.
· This only determines whether or not the Financial (FN) UL will receive the e-mail notification. It does not impact the ability of the Financial UL to authorize and submit the request to MAIS for approval if they see the pending request in OARS.

· Set preference to Yes if you want the Research and Financial (FN) alternate signers to be notified about requests that have been submitted and are pending authorization.

· Note:  No is the default setting.

· This only determines whether or not the Research and Financial (FN) alternate signers will receive the e-mail notification. It does not impact the ability of the alternate signers to  authorize and submit the request to MAIS for approval if they see the pending request in OARS.
Notification Frequency

· Indicate how often you want to receive e-mail notification about access requests waiting to be authorized. 
· Daily is the default setting. For this setting, the system sends one e-mail each day summarizing the new requests pending your authorization.

· OnSubmit . For this setting, the system sends an e-mail each time a new request is pending your authorization.
· Never.  If you choose this setting, you must access the OARS system to see if any requests are pending your authorization. You will not receive any e-mail notification.
Notification of Authorized Requests

· Indicate if you want to receive an e-mail notification if another signer authorizes a request on your behalf.
· Note:  No is the default setting.  
Set Up Optional Department Authorizers

· Optional department authorizers are typically only used by large units that have a departmental structure; e.g., College of LS&A, College of Engineering.
· Optional department authorizers must be entered and maintained by the Unit Liaison.
· Caution:  If optional department authorizers are set up, they must authorize the access request before the Unit Liaison or Authorized Signer will be able to submit the request to MAIS for authorization. It can slow up the access authorization process if both the Unit Liaison and the department authorizers do not understand and coordinate the use of this option.
